Политика конфиденциальности программы DNAlerter

1. Общие положения

1.1. Программа DNAlerter (далее — Программа) разработана {ЗАСЕКРЕЧЕНО НА ВРЕМЯ ПРОВЕДЕНИЯ ЗЭ ВСОШ} (далее — Разработчик), проживающим/зарегистрированным в Российской Федерации.

1.2. Настоящая Политика конфиденциальности (далее — Политика) регулирует порядок обработки персональных данных пользователей Программы в соответствии с Федеральным законом РФ № 152-ФЗ "О персональных данных" от 27.07.2006.

1.3. Разработчик выступает оператором персональных данных исключительно в рамках функциональности Программы, которая осуществляется локально на устройстве пользователя.

2. Категории обрабатываемых данных

2.1. Программа может обрабатывать персональные данные, которые содержаться на страницах, посещаемых пользователем, включая, но не ограничиваясь:

- Имя, фамилия, отчество;

- Адрес электронной почты;

- Номер телефона;

- Адрес проживания;

2.2. Объем и тип данных зависят исключительно от действий пользователя и не определяются Разработчиком заранее.

3. Цели обработки данных

3.1. Персональные данные обрабатываются для обеспечения работы Программы.

3.2. Обработка данных не преследует целей передачи третьим лицам, маркетинга или иных действий, выходящих за рамки локального использования.

4. Условия обработки данных

4.1. Обработка персональных данных осуществляется исключительно локально на устройстве пользователя, где установлена программа.

4.2. Данные не передаются через интернет, не отправляются на серверы Разработчика или третьих лиц и не хранятся за пределами устройства пользователя.

4.3. Программа не использует механизмы автоматической передачи данных, такие как телеметрия или облачные сервисы.

5. Права пользователя

5.1. В соответствии с 152-ФЗ пользователь имеет право:

- Получить информацию о том, какие данные обрабатываются Программой (путем анализа кода или обращения к Разработчику);

- Требовать уточнения, блокировки или уничтожения данных (например, путем удаления файлов, созданных Программой);

- Обратиться к Разработчику с запросом или жалобой по адресу unsafe\_network\_alerter@proton.me

5.2. Пользователь самостоятельно контролирует данные, хранящиеся на своем устройстве, и может удалить их в любой момент без участия Разработчика.

6. Меры безопасности

6.1. Поскольку обработка данных происходит локально, ответственность за безопасность данных (включая защиту от вирусов, несанкционированного доступа или утраты) лежит на пользователе.

6.2. Разработчик обязуется не внедрять в Программу скрытые механизмы сбора данных, что может быть проверено пользователем через открытый исходный код.

7. Ответственность Разработчика

7.1. Программа предоставляется "как есть". Разработчик не несет ответственности за:

- Утрату данных на устройстве пользователя;

- Последствия использования Программы, включая возможные ошибки или сбои;

- Действия третьих лиц, получивших доступ к данным на устройстве пользователя.

7.2. Ответственность Разработчика ограничена рамками законодательства РФ.

8. Открытый исходный код

8.1. Программа является проектом с открытым исходным кодом (open source), доступным по адресу <https://github.com/DNAlerter/DNAlerter>.

8.2. Пользователь может самостоятельно изучить код Программы, чтобы убедиться в отсутствии передачи данных или иных нежелательных функций.

9. Изменения в Политике

9.1. Разработчик оставляет за собой право вносить изменения в Политику в случае изменения функциональности Программы или законодательства.

9.2. Обновленная версия Политики будет опубликована в репозитории Программы или иным доступным способом.

10. Контактная информация

10.1. По всем вопросам, связанным с обработкой данных или настоящей Политикой, пользователь может обратиться к Разработчику по адресу: unsafe\_network\_alerter@proton.me
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